




• Targeted Phishing

• Social Engineering

• Executive Impersonations

• Account Takeover

• Cyber Attack Planning

• Sensitive Information Leakage

• Customer Scams

• Corporate Impersonations

• Compliance Violations

• Trademark Fraud

• PII Theft & Sale

• Watering Hole Phishing & Malware
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OUTCOME – UMICH PHISH

12.5% 
visitors
filled out email & sent PII



OUTCOME – SARAH

75%
click thru

once matched



OUTCOME - ICECREAM

“if this is true, we HAVE to win.  

We just have to”

408
clicks



TAKEAWAYS – ATTACKS

1. Targeted & Topical

2. Spray & Pray

3. Targeted Common 

Denominator

12.5% visitors
filled out email & sent PII

408 clicks

75% profiles
clicked link



HOW WE SOLVE THE PROBLEM

ZEROFOX 

SECURITY 

ENFORCEMENT

ANALYTICS &

EVENT MGMT



Global HQ

1111 Light St., 3rd Floor

Baltimore, MD 21230
855-ZFOX-FOX evan@zerofox.com


